
 

     

    

 

     

  

 

   

      

  

 

* LEG.AL Name of Indhid1L.'11 Requiting Aceoess : _ ________________________ _ 
(P/.tiln Print) F1rrt JJJI * LEGAL Name of Individual Requiring Access:

Logon m: --------------(Please Print) First CJ1eate Logon ID: ~ MI Last 

* Sta1·t Da t,e: Logon ID: --------------� 
Eml Date (if applicable): ___________ _ Create Logon ID: 

Emplo. -ed/m,r l...-ed Tii th DPHHS befot"e: Ot1her Name{s 1 -sed (J;faillm or prt:tfo1,u11u· 1.mt tf n1111Jt) _________ _ * Start Date: End Date (if applicable): 

Employ* ed/worked w_____________________ ith DPHHS before: Other Name(s) Used Employ,e1·: * ("M'a01id·ek n Phor porenevi·o:: ____________ us married name) _ 

* , Ym'li: Addlt'e'o;:s.: ___________________ _ County: ____________ _ * Employer: * Work Phone:
J,ob Tit]e: __________ _ 

* Work Address: County: 
* E-mail AddJ·fis: * Date of Bir th (to be used as umique i entifi.er) : Job Title: 

* E-mail Address: * Date of Birth (to be used as unique identifier):  

CO:'.'i..l'IDEN""JlAlilYJC ONSD~ STATE.ME_ IT: {To be read a11d si~ned ln: tJie i11dfrid11al reqmri11~ acce'.l'~., CONFIDENTIALITY/CONSENT STATEMENT: (To be read and signed by the individual requiring access.)
I hereby certify lbat I am entitl.ed! to, the confidential client imormation to which I am requesting access. I will not rele.ase l!he I hereby certify that I am entitled to the confidential client information to which I am requesting access. I will not release thec.omideutia.l iinfo:rmation to other:s unles'.S, it is forpmposes directly coom.ected to ihe administratiol:ll of l!he program for .,!hose 

confidential infwaorm:s ation to others unlesFurths it er is for purposeof s directly connectmay ed to the administration of the program for whosepmposes .it originally provided!_ release this informfilion only be done upon authorization by the client who.se 
purposeprivacy s it winas terest origiis nal:m.·vloy lved! provo:r ided. it may Furbte her rele.ased releaste of o othtehiIS s i.if nfspecificallormation my peoni.tted ay only by be done upI undeon autrstand hortha ization by the clof ent ]ai,, ,_ a ,cioL'ltion tlris i whose
privacpolicy int.y erm,ay est iubjs in,ecvt olme ved or to disciplin,ary it may be ractioeleasn bed ty mo oty emplhers ioyef r speand cimay ficalresully pert in mtenm:nation itted by lawo. I f my underemploystand ter'·hat . comraa vct iolwith ation of this 
policDPy mHHay Ssubj. ect me to disciplinary action by my employer and may result in termination of my employer's contract with 
DPHHS. I hinre re.ad the DPHHS Internet Pol!icy Information. Security &. Data Acces.s. Policy, and the State of Mcmtma' s C-0mpmer 

Use I havPolicies e read t(he DSection PHJ>Hl4S I) ntanerd net I agFPee olitcyo c, oImnfpor]y mwatiith ion Secuall teJD1S ritand y & conditionsData Acces. Ib.ess Pe olpolicies icy, and tCal:ll he Stbe fumd ate of elMectronicallontana’s y Cat omthe puter 
Use Policies following (Section link htlji,:PL4) //d!)hbsand I _mt agree to comply gov/tsd/secmitvformswith all .as;vx terms and conditions. These policies can be found electronically at the
following link.  I agree l!hahttpt all! s://dphhs.mt.gov/tsd/securityformsnetwork activiity oondluc.ted while d'omg Smite business and beiing conduc ecll with State resomces is the 

property of the Stal:e of :Montana. I 1mdmtand that the te and! Department reaServe the J:U'!lht to monitor and log all ;,;orl: I agree that all network activity conducted while doing State business and being conducted with State resourne ces i he
activity including E-mail and Internet use, ,\;th or withou notice, and there.fore, I shouldha.ve no expectations of privacy in the property of the State of Montana. I understand that the State and Department reserve the right to monitor and log all network
use o(;these resou;rce;:c 

activity including E-mail and Internet use, with or without notice, and therefore, I should have no expectations of privacy in the 
use of t* hese resources. Signanu,e of Employee: Dat,e: 

 
* Signa ture of Employee: Date: 

Configure a Digital ID for signing X 

A Digital ID is required to 
create a d ig ital 
signature.The most secure 
Digital ID are issued by 
trusted Certificate 
authorities and are based 
on secure devices like smart 
card or token . Some are 
based on files. 

Select the type of Digital ID: 

You can also create a new 
Digital ID, but they provide 
a low level of identity 
assurance. 

0 

0 

Use a Signature Creation Device 

Configure a smart card or token connected to your 

computer 

Use a Digital ID from a fi le 

Import an existing Digital ID that you have 

obtained as a fi le 

Create a new Dig ital ID 

Create your self-signed Digital ID 

~ Eii:H� 

Montana Medical Marijuana Request for Access Procedures 

**Please Note: You must submit the OM300B in an electronic signature format. Please follow the below instructions on 

how to properly fill out the form and create your electronic signature. 

1. Fill in the dispatcher’s information at the top of the OM300B form. Leave the Logon ID blank, one will be

generated for you.

2. The dispatcher will digitally sign and date the Confidentiality/Consent Statement.

3. To create a digital ID, click on the red “sign here” tab highlighted in yellow above. Select “Create a new Digital

ID” then Continue.



 

  

 
 

  

 
 

       

 

 
 

 

 

  

Select the destination of the new Digital ID 

Digital IDs are typically 
issued by trusted providers 
that assure the valid ity of 
the identity. 
Self-signed Digital ID may 
not provide the same level 
of assura nce a nd may not 
be accepted in some use 

e re.au :i, ulf.,:lgn-ed Digit.al 10 
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Save the self-signed Digital 10 to a file 

@ 

0 

Save to File 

Save t he Dig ital ID to a file in your computer 

Save to W indows Certificate Store 

Save t he Dig ital ID to Windows Certificate Store to 

be shared with other aoolicat ions 

X 
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Con fimt the p~=-,vo,·d: 

X 

4. Select “Save to File” then Continue.

5. Enter dispatcher name and email address then Continue

6. Select the location you wish you save your Digital ID. Enter a password. The password must contain at least 6

characters but no additional formatting restrictions. Then select Save

7. Once your Digital ID is saved, you will not have to create a new digital ID for future OM300B’s. Select your digital

ID and then Continue.



 
 

      

 

 
 

    

 

  

    

 

Sign with a Digital ID 

Choose the Digital ID that you want to use fo r signing: 

John Dispatcher (Digital ID file) 
Issued by: John Dispatcher. Expires: 2023.06.12 

Sig n as ''John 0 1s1>at ch er'" X 

( ( '""'• ) 

John Dig ita lly s igned by 
John D ispatcher 

Dl·spatcherDate: 2018.06.12 
14:4 9 :31 -06'00' 

V i<'!,V ( :<'!, lific ~ l e- ) <'! In 1-. 

" " "I ( l,o<k 

( Refresh ) 

View Detai ls 

er er 

X 

8. Review your digital ID for any errors. If there are errors, please create a new Digital ID. If there are not any

errors, enter your password, then Sign.

9. Save the PDF and once saved your Digital ID will automatically be saved on the form. Ensure the date has been

entered.

10. Forward the completed and signed OM300B to your supervisor. Supervisors will enter their printed name, date,

then complete steps 3-8 above to set up their Digital ID to sign as Supervisor.

COCONF::\TIDIDEN~lTIAIAUILITYY/C/COONl\'SDSENT "f STSTATE::\'IEATEMEN::'111T: : l[e (To be re,end ad and n11d rigsi11rd gned by rlrr ti11di>id11nl he individual rm 11iri11requg iarqfa./ ing access.) 
I herI herebv eby cercertify tify that thaI t aI m am ententitled itled tto o tthe he confconfidentiaidential l client client infonnation information tto which o whiI ch I am requesting am requesaccessting acc. I \\ill ess. not I wirlelease l not rthe elease the 

c.onfidentiaf information to others unle~ it is for pwposes directly connected to the administration of the progr.un for whose confidential information to others unless it is for purposes directly connected to the administration of the program for whose 
pwposes it was originally provided. Further release of this infonnation may only be done upon authorization by the client whose purposes it was originally provided. Further release of this information may only be done upon authorization by the client whose 
pri,11cy interest is involved or it may be released to others if specifically pennitted by law. I understand that a ,iolation of this privpacoliy cy intmay eresst ubject is involved or it may be ra eleased ty o otme to disciplinaiy ction by m employer hers if and specimay ficalresult ly perin mtenmnation itted by lawof . I my underemployerstand t's contract hat a violnith ation of this 

poliDPHHScy may . subject me to disciplinary action by my employer and may result in termination of my employer's contract with 
DPHHS. I have read the DPHHS Internet Policy, Information Security &Data Acee~ Policy, and the State. of Montana's Computer 

Use I havPoe rlicies ead t(Section he DPHPl.AHS I) and nterI net agree Polto icycomply , Inforwith matiall on Secuterms rand ity & conditionsData A. ccesThese s Ppolicolicyi, es and tcan he Stbe found ate of electronically Montana’s at Cthe omputer 
Use foPolicies llo\\iog link(Section . http:PL4) //dphhsand I .mt.gagree to comply ovltsdlseruritvformswith all .awK terms and conditions. These policies can be found electronically at the 
following link.  I agree thahttpt all s://dphhs.mt.gov/tsd/securityforms~twork activity conducted while domg State business and being oonducted with Siate resources is the 

propertI agree ty of hat the alStatl nete wof orMontanak activi. ty I tlllderstand conducted wthat hithle doie State ng Stand atDepartmeni e business areserve nd beithng ce right onduto ctmonied wtor ith Stand atlog e rall esournetwork ces is the 
properactivity ty of including the State of E-mail Montand ana. I Internet underusest, and tl'ith ohat r without the Stanoticete and , and Departhereforetment . rI esshould erve tha\'e he right no expectations to monitor ofpri,11cy and log alin l netthe work 
activuse ity of inclthese udiresourcesng E-mai. l and Internet use, with or without notice, and therefore, I should have no expectations of privacy in the 
use of these resources. 

• Si:;nature of :Employee: JOhn Dispatcher Date: 6/11/20181 
 

* Signa ture of Employee: Date: 

**Su• p•Swpervise.n'Uor: or: Acc. .f.ccsess ssfo,for th· thi; is inindividual dividual is ais al101t6d./or llowed fosix r six month;month. I s. realte I realizI 'Kill e I have will hto ave contact to coth6 ntaDP ct HHS the DPNsrnHHS ork NSetwecurioork 1 Security 

Unit if thUnit if is this empc:mploloyeywJ e neenededs s aacc:cr.ss ccess bbeeyyond ond thc1 the six six monthsmonth. sI . ,.mdarI undstand erstarhat nd thit ais t it noi is r esponsibmy respiloinzy sibto ilitiefonn y to inr.hs foDP rm HHthe S DPNuwori HHS Network 
Su·un·zy U,rit immediarefy when this c11'1ploy-e. terminates or no lo,i~vr needs are~s. •• Security Unit immediately when this employee terminates or no longer needs access.** 

Printed ~a10e ofSupenisor: Phone: Printed Name of Supervisor: Phon----------e: 
Sign a ru re of Supeni sor: ____________________ 

- ~-------------------
_ Date: _________ _ 

Signature of Supervisor: Date: 
 



      

    

  

 

  

  

   

  

   

11. DO NOT FAX THE FORM TO NCB AS INDICATED AT THE TOP OF THE FORM. Once the employee (dispatcher) and

supervisor have signed the form, please email the completed form to mtmarijuanaprogram@mt.gov. Once

forms are received, they will be processed and access granted.

12. Once access is granted, you will receive two (2) emails. Complia, the registry system, will come from MMMP.

METRC, the seed to sale tracking system, will come from METRC. Please complete the steps indicated in the

email to complete your access. Refer to the Montana Medical Marijuana Dispatcher System Access Procedure to

run a query on the systems.

Please note: Email notifications from Complia and METRC may go to your spam/junk folder.

mailto:mtmarijuanaprogram@mt.gov



