Employee System and File Access Request and
Deletion ServiceNow Forms

The OM-300A System/File Access Request and OM-300C Access Delete Request Forms for DPHHS Employees
are being retired.

All Non-DPHHS Employees (Contractors, Temps, Experience Works, Etc.) will continue to use the OM-300B
System/File Access Request form for all Network and System access needed. This is to capture the
acknowledgement of the Confidentiality/Consent statements. The OM-300C Access Delete Request form is
still available for Non-DPHHS employees to use.

During the onboarding process, new DPHHS Employees will be automatically set up with access to their
Division Shared Drive and SharePoint site; ISERV for Time Sheets (if applicable); New Employee Orientation;
and an email account will be enabled. The positions that have not required computer access in the past, will
be set up with access to MINE only. HHS Network Security will send the supervisor an email notification when
access has been established for their new employee.

After a DPHHS Employee has been set up with the initial access noted above, any additional application or
network access required during their employment can be requested via the DPHHS IT Self-Service Portal. Just
use the IT Help Desk Button on your desktop or go directly to https://montana.servicenowservices.com/sp
and select the Employee System and File Access Request form under the Accounts and Access Category in the
Service Request offering. All requests should be submitted by the employee’s supervisor (or representative)
and will be sent directly to HHS Network Security to be processed.
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* Important! If an access request is submitted by someone other than the supervisor, an email
notification will be sent to the employee’s supervisor requesting approval. All System and Network
requests require Supervisor approval.

* Once your request is submitted you will be able to monitor its progress by going to your open requests
view on the DPHHS IT Self-Service Portal home page. Just use the IT Help Desk Button on your desktop
or go directly to https://montana.servicenowservices.com/sp.
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» After HHS Network Security grants the access, the Data Owner will be notified (and/or the Supervisor)
and User depending on the request.

* If you have any questions, please do not hesitate to contact the Technology Services Center Help Desk
at (406) 444-9500 or send us an e-mail at dphhstech@mt.gov.


https://montana.servicenowservices.com/sp

Employee System and File Access Request and
Deletion ServiceNow Forms

New process for New Employee Network and Application access at a glance:

1. DPHHS HR initiates the onboarding process in SOMRS and SABHRS.

2. Once they complete this process, a Login ID is automatically assigned, and a Network Account is
created for the New Employee.

3. State SABHRS HR is notified and enters the New Employee into SABHRS assigning them the basic self-
service roles.

4. HHS Network Security is notified as well. Employee positions that require computer access will be
automatically set up with access to their Division Shared Drive and SharePoint site; ISERV for Time
Sheets (if applicable); New Employee Orientation; and an email account will be enabled.

5. HHS Network Security will send the supervisor an email notification with their new employee’s Login ID
when access has been established.

6. The employee can now contact Tech Services at 444-9500 to set up the RSA Multi Factor
Authentication and get their initial password.

7. If needed, Supervisors can request additional network and / or application access through the DPHHS
IT Self-Service Portal on ServiceNow. The paper OM-300A form is no longer needed for access
requests for DPHHS Employees.

To Delete Access

For employee terminations, please work with your Human Resources Generalist. During the offboarding
process, HHS Network Security will be notified and terminate network and application access. Access to the
employee’s email and files will be made available to the supervisor at that time. Please watch your email for
messages from HHSNetworkSecurity@mt.gov and SITSD-Automation@mt.gov with instructions on how to
access the email and files. The OM-300C Access Delete form or any other type of Delete request is no longer
needed for terminating employees.

For any specific System or Network access to be deleted, a request can now be submitted via the DPHHS IT
Self-Service Portal. Just use the Help Button on your desktop or go directly to
https://montana.servicenowservices.com/sp and select the Access Termination Request form under the
Accounts and Access Category in the Service Request offering. All access termination requests should be
submitted by the employee’s supervisor (or representative) or application data owner and will be sent directly
to HHS Network Security to be processed.
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If at any point in this process you have any questions, please do not hesitate to contact the Technology
Services Center Help Desk at (406) 444-9500 or send us an e-mail at dphhstech@mt.gov.






